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Abstract 

Periodic exchange of short status messages using IEEE 802.11p also referred to as beaconing is 

a core inter-vehicle communication mode enabling novel cooperative safety applications. A 

beaconing in the platoon of vehicles moving on a highway is studied as one of the popular practical 

scenarios. This paper demonstrates that when the inter-arrival times of beacons are small and under 

certain medium access control protocol parameters, some vehicles in the platoon may suffer from 

serious performance degradation. The condition when such situation takes place is studied and 

recommendations are given on a proper choice of IEEE 802.11p parameters. 

 

Index Terms: Beaconing, Hidden-nodes, IEEE 802.11p, VANET. 

 

I. INTRODUCTION 

In recent years vehicular ad-hoc networks (VANETs) are attracting a lot of research 

interest from academia as well as automotive industry. The availability of IEEE 802.11p 

wireless interface and a provision of wireless communication among vehicles can 

significantly enhance the traffic safety and subsequently add some important features in 

the vehicular experience. There are wide varieties of applications that can be supported in 

VANET-based system, but most importantly the need of VANET arises when it comes to 

the safety and traffic monitoring. Such kinds of applications include information about 

emergency alerts, unpredicted road conditions, sudden change of a driving lane, hazard 

and emergency warning systems, collision avoidance, intersection coordination, driver 

assistance system and traffic sign or signal violation, etc. Apart from the safety 

applications VANETs can offer several other features such as availability of digital maps, 

multimedia applications and gaming, etc. 

There are two kinds of messages used by the safety applications: they are generated to 

provide precise and latest status and hazard information to the driver. They are termed as 

event-driven (DENMs – Decentralized Environmental Notification Messages) and 

periodic messages (CAMs – Cooperative Awareness Messages). Event- driven messages 

are only generated when an actual accident has occurred or a hazard has been detected, 

while the periodic messages, which are also known as beacons, are generated 

continuously to inform the neighboring vehicles about their status. Typical beacon 

contains vehicle‘s position, speed, direction, etc. Beacons are used to keep all the 

vehicles, in the same geographic area, constantly updated about the surrounding. Beacons 

are normally transmitted using the IEEE 802.11p carrier-sense random multiple access 

approach with the rates of 1-10 Hz. The corresponding multiple access channel load is 
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determined by the density of nodes. Beaconing is a key communication mode in 

VANETs and is a subject to intensive research at the moment [1]. 

In [2] the problem of the channel congestion and the corresponding choice of a beacon 

generation rate basing on the vehicles movement patterns is studied. Similarly the effect 

of beaconing is studied in [3] using the concept of tracking accuracy. In this paper a 

control of the beaconing rate and transmission power is introduced to avoid channel 

congestion and at the same time to achieve a minimum acceptable tracking accuracy of 

the neighboring vehicles. Both of the above references use the highway scenario, which 

is also modeled in this study. 

Some of other relevant studies about the beaconing are preformed in [4], [5] and [6]. 

The authors of [4] studied the effect of contention window on the performance of 

beaconing in VANET by means of simulations. They showed that increasing the 

contention window in a dense traffic environment will result in an improved beacon 

performance in terms of successful reception probability. Similar observations are done 

in study [5], where it is demonstrated by means of a stochastic modeling that in a highly 

dense traffic environment the beacon reception probability for standardized parameters 

can become unacceptably low; while it typically satisfies the delay requirements. Paper 

[6] suggests a one-hop broadcast protocol, in which the probability of successful 

reception for beaconing is increased by adaptively controlling the transmission power 

and adjusting the contention window size. 

The hidden node problems in VANETs make it difficult to provide a reliable 

communication between the nodes. In a typical hidden node scenario, two nodes which 

are not interfering with each other share a set of nodes which are in the communication 

range of both of the nodes thus resulting in a corrupted reception at the shared node. 

Hidden node problem and its solutions have been widely studied, e.g. in [7] for the 

unicast traffic in 802.11 and the RTS/CTS (request-to-send/clear-to-send) approach. 

However, due to the broadcast nature of the beaconing in vehicular networks and 

unavailability of any MAC-layer acknowledgement or retransmission techniques, this 

problem differently influences the performance of VANETs. In this paper, the typical 

“highway” scenario is focused, when vehicles are assumed to be located on the line. It 

has been demonstrated that poor selection of MAC parameters can degrade the 

performance of some particular nodes in the highway scenario. These degraded nodes are 

referred as “vulnerable” nodes. In comparison to traditional approach when probability of 

successful beacon delivery is derived for the overall VANET, it has been demonstrated 

that this value is significantly different for different nodes. Therefore, the existence of 

“vulnerable” nodes may lead to impossibility of implementing cooperative safety 

applications based on beaconing, although the network-wide averaged values of 

performance metrics might look reasonable. 

The paper is organized as follows. Section I deals with the introduction, concept of 

safety messages in VANET, related research and a brief description of the problem 

studied in this research. In Section II we present the system model and the assumptions 

on which the model is based. Section III is distributed in two subsections: in part A 

simulations are carried out with two different sets of parameters (ideal and realistic) and 

the effect of fairness is studied while in part B an analytical study of the problem is 

discussed. Section IV is conclusion and provides recommendation on the suitable usage 

of MAC parameters. 
 

__________________________________________PROCEEDING OF THE 11TH CONFERENCE OF FRUCT ASSOCIATION

---------------------------------------------------------------------------- 170 ----------------------------------------------------------------------------



II. SYSTEM MODEL 

In this simplistic model communication between the nodes in vehicular network 
operating according to the IEEE 802.11p is discussed. Basic assumptions of this model 
are summarized below:   

1. A platoon of N vehicles located on the line is considered; inter-vehicle distance is 
fixed and is taken as unit of length; 

2. Topology of the network is assumed to be fixed during the overall system 
operation; 

3. Each node communication range is limited to d=1 (both in forward and backward 
directions); the carrier sense range coincides with the communication range; 

4. The radio channel is ideal, so bit errors are not considered; 
5. All nodes broadcast the beacons of L [bits] with data rate R [bits/sec]; Th is the 

duration of Physical Layer Convergence Protocol (PLCP) preamble and header 
used for each beacon; 

6. Nodes operate independently of each other according to IEEE 802.11p and have 
their own “picture” of the events occurring in the channel; possible channel events 
are success, collision and empty; IEEE 802.11p MAC parameters W (contention 
window) and interframe spaces (AIFS and EIFS) are given; 

7. All nodes always have packets ready to send (saturation conditions). 
The assumptions above are motivated mostly by the cooperative adaptive cruise 

control (CACC) application, where vehicles in the platoon strive to maintain a constant 
speed as specified by the lead vehicle [8]. Initial experiments with CACC use the 
connection only between the neighboring vehicles in the platoon that justifies the 
assumption (iii). The simulations are carried out with the assumption of a saturated 
network (vii), however, in reality the frequency of 10 Hz is used. In a typical VANET-
based system, vehicles may not always have packet ready to be transmitted but this 
assumption allows modeling the worst case scenario. Moreover, it is not yet completely 
clear whether higher than 10 Hz beaconing rates are needed for CACC or not, e.g. for 
high speeds. 

 

Fig. 1. Vehicles Uniformly Distributed on the Highway 

 

III. VULNERABLE VEHICLES PROBLEM 

A. Simulation Results 

In this study we have evaluated the impact of inter-arrival times of beacon under 

certain MAC parameters. It is observed that the size of contention window and EIFS are 

pivotal in determining the fairness of the system. The fairness is analyzed by counting the 

number of transmission attempts, a particular node has made during the simulation run or 

in other words the periodicity by which the node has tried to access the channel. Initially 

the fairness test is run with the simplistic of parameters as shown in Table 1. The 

duration of successful transmission is Ts=Th+L/R+AIFS, whereas duration of corrupted 

transmission is given as Tc=Th+L/R+EIFS. In terms of slot time the length of successful 

and collided transmission is s=Ts/σ and c=Tc/σ. 
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Two simulation runs were carried out to count the total number of transmission 
attempts by an individual node. Following is the results that are yield from the two 
simulations run with the same parameters. 

 

             Fig. 2. Fairness Check (Ideal Parameters) 

As it is evident from Fig 2, all the vehicles in the platoon have recorded almost same 

number of transmission attempts except the first and the last node. The reason for this 

increase is due to the fact that this model depicts a highway scenario that is replicated as 

a straight line, so the first and last node can receive packet from only one direction; thus 

have less chances of direct collision (two neighboring nodes transmitting 

simultaneously), less probability of becoming hidden nodes and ultimately have more 

chances of transmission. For precisely the same reason the second and the second-last 

node are suffering from a bit of starvation because most of the time their neighboring 

nodes are transmitting beacons and these particular nodes do not have enough 

opportunities to transmit their beacons.  By taking this test one step further, the fairness 

is check with real parameters for different contention window sizes. Ideal parameters are 

given in table 2. IEEE 802.11p draft PHY-layer constants are taken from [9]. 

 

 

TABLE I 

IDEAL (SIMPLISTIC) SIMULATION PARAMETERS 

Parameter  Value 

Nodes 

W 
aifs 

eifs 

t 
Simulation Time(slots) 

 20 

4 
1 

1 

1 
105 

 

   

   

   
   

   

   

   

   

   

   

   

   
   

   

TABLE II 

REALISTIC SIMULATION PARAMETERS 

Parameter  Value 

σ 

Nodes 

W 
EIFS(eifs=EIFS/ σ) 

AIFS(aifs=AIFS/ σ) 

L 
R 

Header duration(Th) 

Transmission Time of  Packet 
(t≈ (Th+L/R)/ σ) 

Simulation Time(slots) 

 16 µs 

20 

[4,32,128] 
188µs (188µs/16≈12) 

64µs (64 µs/16=4) 

500 Bytes 
3 Mbps 

40 µs 

 
83 (slot time) 

105 
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Through the simulation it is observed that an increase in the interframe space with a 
varying contention window will have an adverse effect on the fairness of the system. This 
degradation of performance is shown in Fig. 3. 

 

              Fig. 3. Fairness Check (Realistic Parameters) 

Fig. 3 illustrate three graph representing number of transmission attempts made by 
individual nodes in the platoon for different contention window sizes. As it can be seen 
from the figure that for W=128 the fairness is achieved and the result is quite similar as 
with the ideal parameters (Fig 2) but for W=4 and W=32 there is severe degradation in 
performance and fairness is not guaranteed. The reasons for such a discrepancy for lower 
contention window size is due to the difference in the size of contention window and 
combine size of EIFS and L. When the node is waiting for EIFS after a collision, it is quite 
possible that its neighboring node will start to transmit again since the difference in the 
size of contention window and the combine size of EIFS and L is not large enough, so 
there is a chance that a node during the whole simulation run will not get enough 
opportunities to transmit the packet and thus suffer from starvation. 

Another figure of merit to study the performance degradation is the contention delay. 
Studies [4;5] have concluded that it is easy to meet the delay requirement in a beaconing 
scenario and because of the importance of beaconing for a safety scenario the general rule 
of thumb is also to have less contention delay while broadcasting beacons.Through the 
simulation tests, it is observed that lower contention window guarantees a minimum delay 
but, due to the starvation, the contention time is significantly high as shown in fig 4. 

 

Fig. 4. Contention Delay 

This performance degradation and vulnerability of a vehicle is further explained in the 

timeline presented in Fig. 5. Consider a CACC system consisting of 3 nodes operating 

according to IEEE 802.11p standard. Initially backoff counter of node 1 expire which 

results in beacon transmission to node 2. In the meanwhile backoff counter of node 3 also 

expire which results in transmission of beacons from node 3 to node 2. Consequently 
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there is a packet collision at node 2 because beacons from node 1 and node 3 are now 

collided at node 2 (hidden node scenario). Subsequently node 2 will wait for EIFS and 

the corresponding backoff time before contending for the channel access, at this instance 

node 1 after finishing its transmission and waiting time (AIFS) is waiting for gaining 

access to the channel and since the size of contention window is small so there exists a 

possibility that node 1 will transmit a beacon way before node 2 finishes its waiting time 

(EIFS). Thus limiting the opportunity of node 2 to transmit and subsequently 

transmission from node 3 can cause a packet collision at node 2 as explained previously 

(node 2 is receiving beacons from node 1 and node 3, refer to Fig 5). In this way Node 2 

will suffer from severe performance degradation and thus become vulnerable. 

 
Fig. 5. Vulnerable Node 

B. Analytical Results 

With reference to the timeline presented in Fig. 5, an analytical explanation of the 
vulnerability of vehicles is presented in this section. Please note that this behavior 
(vulnerability of nodes) is observed for low contention window sizes. For simplicity, the 
number of vehicles contending for channel access is restricted to 3. Two cases are 
considered for analytical study i) Node 1 and Node 3 are synchronized, meaning that 
both nodes will finish their backoff counter at the same time. Though in reality the 
possibility of a synchronized node 1 and node 3 are minute but through this assumption 
we can study the effect of some of the MAC parameters. ii) Node 1 and Node 3 are not 
synchronized as in most realistic cases. 

A case for synchronized node 1 and node 3 is shown in figure 6; in that case if the 
duration of EIFS at node 2 is greater than the combine durations of AIFS and maximum 
value of backoff counter for both the node 1 and node 3, it implies that node 2 will always 
be killed after the first collision.  

 

 

Fig. 6. Vulnerable Node (Synchronous Case) 

Mathematically it can be written as, 

EIFS>AIFS+ (W-1)σ 

(W-1) σ represents the maximum value of the backoff counter for node 1 and node 3. If 
the above condition holds true, node 2 will suffer from serious starvation and will not 
have enough opportunities to transmit the packet and consequently affect the overall 
performance of the system. 
    Similarly a case for an asynchronous node 1 and node 3 is shown in figure 7; it is a 
replica of Fig. 5. In this case after the first collision at node 2, node 2 will suffer from 
starvation if the combine duration of the transmission time of packet(t) and EIFS is 
greater than the sum of maximum backoff counter value and AIFS. 
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Fig. 7. Vulnerable Node (Asynchronous Case) 

 

Mathematically, 

tσ+EIFS>AIFS+(W-1)σ 

As mentioned previously (W-1)σ represent the maximum value of backoff counter. 
Thus for low contention window sizes, having a large duration of t and EIFS means a 
starved node 2 as shown in figure 7. The above equation (asynchronous case) can 
alternatively be written as 

t+eifs>aifs+(W-1) 

It implies 

W>t+eif-aifs+1 

If the above equation holds true then the chances of node starvation is minimum and 
the system will have a relative fairness or alternatively the above equation indicates the 
scenario when all the nodes will make somewhat equal number of transmission attempts 
and the performance of the system will not be degraded and thus the effect of the 
vulnerable nodes will be minimal.  
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